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Slice: a unicorn neobank
serving 12 million users
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Fintech for GenZ & millennials
Given 300K+ followers on social media and
10M+ mobile app downloads, 10-100s scams
target customers of Slice daily on platforms
like Instagram, YouTube and Google Play.

Expedite takedowns
Eydle shares best practices with Slice teams
on how to file takedown reports. This helps
Slice increase the takedown success rate.
Eydle's partnerships with social media
companies help expedite takedowns. 

Block leaked cards
Using the Eydle platform, Slice fraud team
finds customer cards leaked on the dark web.
Slice proactively blocks those cards to
protect customers from fraud.

Cut 80% scams  in three months
Slice fraud and cyber teams do daily

monitoring to find scams on social media,
app stores and the dark web. Eydle's visual
analysis technology helps them find 50%

more scams with near-zero false positives. 

Improve KYC process 
Eydle extracts scam intelligence such as

fraudulent phone numbers and email
addresses from scams. The Slice fraud team

uses it to reject fraudulent customer
applications and improve KYC process.

Prevent data breaches 
Slice cyber team monitors the dark and deep
web for stolen employee credentials such as

passwords and takes action before bad
actors infiltrate and breach Slice systems.  


